**Lab Exercise on DPDP Rules 2025**

**Objective:**

* To familiarize students with **data protection principles, consent management, rights of data principals, and obligations of data fiduciaries** under the **DPDP Rules 2025**.
* To provide **hands-on experience** with **privacy policies, data handling, and compliance measures**.

**Exercise 1: Understanding Personal Data Classification**

**Task:**

1. Define **Personal Data, Sensitive Personal Data, and Non-Personal Data** as per DPDP Rules 2025.
2. Given the following dataset, classify each type of data:

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Name** | **Email** | **Aadhaar No.** | **Bank Account** | **Website Cookies** | **Purchase History** |
| Raj | raj@email.com | 1234-5678-9012 | 1234567890 | Yes | Bought Laptop |
| Anita | anita@email.com | - | - | Yes | Clicked on Ads |

**Discussion Questions:**

* Which fields fall under **Personal Data**?
* Which require **explicit consent** for collection under DPDP Rules 2025?

**Exercise 2: Drafting a Data Consent Request**

**Task:**

1. Write a **user-friendly, compliant consent request** for collecting personal data on an **e-commerce website**.
2. Ensure the consent is **clear, specific, and revocable**.

**Example Scenario:** A website wants to collect users' **email, phone number, and location** for sending personalized offers.

💡 **Questions to consider:**

* How will you **inform the user** about data collection purposes?
* What options should be given for **opting out**?

🔹 **Deliverable:** Write a **GDPR & DPDP-compliant** consent form.

**Exercise 3: Rights of Data Principals – Handling a Data Request**

**Task:**

1. A user requests **deletion of their personal data** from your company database.
2. Draft a **response email** acknowledging the request and explaining the process.

💡 **Considerations:**

* What **timeline** does the DPDP Rules 2025 specify for compliance?
* Are there any **exceptions** where data cannot be deleted?

🔹 **Deliverable:** Submit a **formal email response** following legal guidelines.

**Exercise 4: Assessing Data Fiduciary Compliance**

**Task:**

1. Given a **hypothetical company**, assess if they are complying with DPDP Rules 2025.
2. Identify **violations** and suggest corrective measures.

**Scenario:** A mobile app collects user data **without explicit consent**, shares it with third parties, and does not provide an option to **request data deletion**.

💡 **Questions:**

* What **sections of DPDP Rules** are being violated?
* How should the company **fix these compliance issues**?

🔹 **Deliverable:** Write a **compliance audit report** listing the violations and suggesting remedies.

**Exercise 5: Simulating a Data Breach Response Plan**

**Task:**

1. Your company **experiences a data breach** affecting customer information.
2. Draft an **incident response plan** in line with DPDP Rules 2025.

💡 **Steps to include:**

* How will you **inform affected users**?
* What **corrective measures** should be taken?
* What is the **reporting timeline** for authorities?

🔹 **Deliverable:** Write a **Data Breach Response Plan** following DPDP guidelines.